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ABSTRACT 
This study highlights how blockchain technology enhances the transparency, traceability, and 
accuracy of accounting processes while minimizing human errors. However, challenges such as 
initial implementation costs and issues related to fraud prevention persist. Recommendations 
include raising awareness through training, integrating blockchain with human systems, adopting 
real-time auditing to improve efficiency, and expanding research to address implementation 
challenges and develop practical solutions. 
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ÖZET 
Araştırma, blok zinciri teknolojisinin şeffaflığı, işlemlerin izlenebilirliğini ve muhasebe 
süreçlerindeki doğruluğu artırırken insan hatalarını azaltmada etkili olduğunu vurgulamaktadır. 
Ancak, teknoloji başlangıçtaki uygulama maliyetleri ve dolandırıcılıkla mücadele gibi zorluklarla 
karşı karşıyadır. Araştırmada, farkındalığın artırılması için eğitim programlarının düzenlenmesi, 
blok zincirinin insan sistemleriyle entegre edilmesi, verimliliği artırmak için gerçek zamanlı 
denetim süreçlerinin benimsenmesi ve uygulama zorluklarını ele alacak pratik çözümler geliştirmek 
için araştırmaların genişletilmesi önerilmektedir. 
Anahtar Kelimeler: Blok Zinciri, Doğruluk, Şeffaflık 
 
Blockchain technology, a decentralized database, first emerged as the underlying technology for 
Bitcoin in 2008. Since then, its applications have significantly expanded across various industries. It 
is seen as the next disruptive technology after the Internet, expected to influence all aspects of 
human activity. In addition, blockchain technology forms the backbone of the "Internet of Value," 
enabling transaction recording and value transfer within a peer-to-peer network (Pradhan, 2018). 
Blockchain technology, known for its cryptographic security, immutability, and decentralization, 
has the potential to transform accounting and auditing by preventing fraud and reducing reliance on 
intermediaries (Qin, S., 2022).   
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Furthermore, it offers a promising solution to challenges in producing accounting records and 
enhances the consolidation process by streamlining the integration of financial information from 
diverse entities across multiple territories. Integrating blockchain into these processes could 
significantly improve efficiency and reliability in financial consolidation. 
The evolution of blockchain technology has progressed through various stages, beginning in the 
financial sector and expanding into other fields and industries (Swan, 2015). Reports and 
publications indicate that blockchain technology adoption is on the rise, and it is expected to 
become integral to many businesses (Deloitte, 2020a; Global Market Trajectory & Analytics, 2021; 
PWC, 2018; WEF, 2015; Winter Green Research, 2018). This suggests a rapid and radical 
transformation in business operations, requiring adaptation by many professions, including 
accounting. 
Transactions utilizing blockchain technology are recorded in a distributed ledger as blocks arranged 
in chronological order, timestamped, and containing a "hash string" that serves as a virtual 
fingerprint. Unlike traditional data storage in a single location, blockchain technology allows data 
copies to be shared across a decentralized network, eliminating the need for third-party verification, 
reducing transaction costs, increasing efficiency and transparency, and enhancing privacy and 
security. 
As blockchain technology evolves and its applications grow across various sectors, it brings 
opportunities, challenges, and implications for the accounting field. Accountants must be aware of 
blockchain technology, as companies they work for or audit are likely to adopt it in some capacity 
(Markelevich, 2018). 
Although blockchain is still in the early stages of application in accounting, it offers financial 
stakeholders enhanced trust and transparency. Blockchain presents an opportunity for accountants 
to improve efficiency, reduce risks, and increase comparability both within and between entities. 
Additionally, it addresses agency problems and information asymmetry by strengthening 
contractual relationships (Jumah, A. and Li, Y., 2020). 
This research paper aims to examine the impact of blockchain technology on accounting practices 
and its effectiveness in improving the accuracy and transparency of accounting data. The study 
analyzes key hypotheses related to enhancing data accuracy through the implementation of 
blockchain technology. Furthermore, it explores the potential of blockchain to foster greater 
transparency in accounting processes. The paper also aims to uncover new opportunities and 
innovative applications that blockchain technology can introduce in auditing and financial review, 
ultimately contributing to increased efficiency, reliability, and trust in accounting operations. 
The core problem of this study lies in analyzing the impact of blockchain technology on traditional 
accounting practices, with a focus on the innovations it introduces, the challenges it poses, and the 
opportunities it creates for businesses and accounting professionals. 
 
Introduction 
The landscape of accounting is undergoing a transformative shift, driven by the revolutionary 
impact of blockchain technology. Recent studies have highlighted blockchain’s potential to enhance 
transparency and trust in accounting practices, citing its distinctive features such as immutability, 
append-only structures, shared access, verified transactions, and agreed-upon data (Han et al., 
2023). A notable advancement is the introduction of triple-entry accounting, a concept explored in 
several studies, including the works of Dai and Vasarhelyi (2017). This approach not only provides 
secure accounting and reduces the risk of fraud but also stands out in its innovative control 
mechanism, where transactions are rendered immutable and resistant to deletion or alteration 
(Coyne and McMickle, 2017; Dai et al., 2017).   



Social Science Development Journal           2025 March      Volume: 10       Issue: 49      pp: 216-234 
Doi Number : 10.5281/zenodo.15002643 
 

 
http://www.ssdjournal.org Social Science Development Journal journalssd@gmail.com 

218 

Such a paradigm shift extends beyond accounting, with significant implications for auditing 
practices (Jumah, A. and Li, Y., 2020) and potential disruptions across various industries, 
particularly in the audit process (Ahluwalia, Mahto, & Guerrero, 2020). 
The integration of blockchain in external audits, as suggested by Rozario and Thomas (2019), has 
been identified as a means to enhance audit quality and increase the relevance and reliability of 
financial statements. However, this transformation is not without challenges, as auditors now face 
the demands for advanced technical skills and knowledge to understand and test controls 
(Frishammar et al., 2019). In parallel, the technology's ability to lower trading costs, accelerate 
transaction settlements, and improve transaction auditability, as highlighted by Swan (2015), 
positions blockchain as a multifaceted solution. Its impact on real-time accounting systems, 
including triple-entry bookkeeping and continuous auditing, offers advantages in transparency, 
disintermediation, and the execution of smart contracts (Alkan, B., 2021). 
Blockchain technology is revolutionizing accounting, giving rise to the concept of "Blockchain 
Accounting (BCA)"-an accounting system that leverages blockchain technology. This innovative 
approach shifts from traditional double-entry bookkeeping to a triple-entry system based on 
cryptography, enabling automatic, real-time recording and validation of transactions (McComb & 
Smalt, 2018; Nalini, 2018). By utilizing a decentralized ledger, companies can create immutable, 
self-verifying records, significantly reducing the potential for fraud (Trigo, Belfo, & Estébanez, 
2014); Founder’s CPA, 2019). 
To clarify, it is essential to distinguish between two related yet distinct concepts: Bitcoin and 
Blockchain. Bitcoin is a digital currency, essentially "money in a digital form," while Blockchain is 
the underlying technology that enables the transfer of digital currencies and assets between 
individuals. In other words, these two terms are not synonymous. 
 
Blockchain’s Key Elements 
Blockchain technology consists of four fundamental components: 
1. Decentralized and Distributed Ledger This pertains to replicated databases, referred to as nodes, 
which fortify the system’s resilience by ensuring the network withstands the failure of one or more 
nodes. 
2. Cryptography: This element secures transactions and user identities through techniques such as 
hashing, the use of public and private keys, digital wallets, encryption, and digital signatures. 
3. Consensus Mechanism: The validation of transactions necessitates the agreement of a majority of 
nodes, effectively preventing double-spending. This is achieved through consensus protocols such 
as Proof of Work (PoW) and Proof of Stake (PoS). 
4. Smart Contracts: These are self-executing agreements with terms encoded into the system. They 
automate predefined actions based on specific conditions, facilitating business logic and enabling 
services like escrow within the blockchain framework. 
 
How Transactions Are Incorporated into the Blockchain 
Transactions are recorded differently across various blockchains, depending on their specific 
purposes. For instance, a transaction involving a money transfer would typically include details 
such as the date, amount, and sender's information. Each record is referred to as a block. To ensure 
security, cryptography is employed to generate a hash for the data contained within each block. 
Every block in the blockchain consists of four main components: the transaction data, the hash of 
the current block, the hash of the previous block, and a nonce. 
The blocks are interconnected by referencing the hash of the previous block, thereby creating a 
secure chain. This linkage is crucial because if an attempt is made to alter any data, the hash will 
change, alerting other nodes in the network. Consequently, any peers attempting to manipulate the 
data will be expelled from the network, maintaining the integrity of the blockchain. 
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These systems are known as private blockchains (Pilkington, M., 2016) and involve a limited 
number of participants. One advantage of a private blockchain is that the data stored within it is 
accessible only to designated entities. For instance, businesses can restrict access to specific 
accounting records, sharing them only within certain departments or with suppliers and customers. 
This configuration enhances the privacy and confidentiality of business information. Another type 
of blockchain is referred to as a permissioned blockchain (Peters, W., Panayi, E., 2016). 
Since 2009, the development of blockchain technology has been divided into three distinct stages: 
blockchain 1.0, 2.0, and 3.0 (Swan, 2015). Blockchain 1.0 primarily focuses on cryptocurrency 
transactions. This stage introduces an innovative ecosystem termed the 'Internet of Money,' which 
includes functionalities such as digital money transfers, remittances, and payment systems (Peters 
and Panayi, 2016). 
The emergence of 'smart contracts' alongside the second generation of blockchain technology 
(Swan, 2015) facilitated the expansion of trading capabilities beyond digital currencies. This 
advancement significantly contributed to a substantial reduction in counterparty risk (Kiviat, I., 
2015) by enabling secure and automated execution of agreements across a diverse range of 
products. 
The Internet of Things (IoT) represents a revolutionary paradigm where numerous interconnected 
devices, including RFID tags, sensors, actuators, and mobile phones, interact and collaborate to 
achieve common goals through unique addressing systems (Atzori et al., 2010).  For instance, the 
integration of smart contracts facilitates peer-to-peer accommodation rental services, where a digital 
key issued upon agreement between the service provider and the customer unlocks the property via 
the customer's smartphone (Hancock and Vaizey, 2016). By leveraging blockchain technology and 
its innovative smart contract applications, society can transition towards a more automated, 
adaptable, and efficient lifestyle. Blockchain 4.0 signifies the synergistic utilization of blockchain 
and Artificial Intelligence (Angelis and da Silva, 2019). 
 
Impact of Blockchain Technology on Accounting 
The accounting industry is exhibiting a growing interest in the integration of blockchain technology. 
This trend is particularly evident in the United States, where significant attention has been directed 
toward fraudulent activities within the accounting sector. Notably, accounting fraud committed by 
management accounts for a substantial 89 percent of all reported cases of financial statement fraud 
involving publicly traded companies (Rückeshäuser, N. 2017). 
Recently, blockchain technology has expanded its scope to encompass a wide range of sectors, 
including banking, trading, insurance, data security, voting, intellectual property, identity 
verification, leasing, and government services (Dai, J., Vasarhelyi, M. 2017). 
 
Blockchain: A New Frontier in Accounting Fraud Prevention 
The convergence of blockchain technology with decentralized consensus mechanisms 
fundamentally reshapes organizational structures. By distributing decision-making authority and 
control across a network of participants, decentralization promotes a more inclusive and democratic 
approach to business operations. 
Furthermore, this paradigm shift significantly enhances transparency, a core tenet of blockchain 
technology. All authorized participants within a blockchain network can transparently observe 
transactions, thereby fostering accountability and trust among stakeholders. This increased 
transparency strengthens checks and balances within various business processes, making it 
considerably more challenging to engage in fraudulent or unethical activities undetected. 
The integration of blockchain technology substantially enhances transparency within organizations. 
By enabling authorized participants to openly view transactions and data, blockchain fosters a 
higher degree of accountability and trust among stakeholders. This heightened transparency 
reinforces checks and balances within various organizational processes, including accounting. 
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Within the accounting domain, blockchain technology augments internal control systems by 
ensuring the clarity and integrity of financial information. Moreover, by facilitating employee 
participation in the financial decision-making process, blockchain addresses the inherent limitations 
of traditional internal control systems. Decentralized consensus mechanisms, a foundational 
element of blockchain, further amplify transparency and foster a sense of ownership and shared 
responsibility among employees. This increased engagement can significantly motivate individuals 
to contribute more effectively toward the overall success of the organization (Rückeshäuser, N., 
2017). 
Beyond its role in validating information through consensus mechanisms, the sharing of data within 
a blockchain network significantly facilitates the dissemination of information among stakeholders, 
thereby accelerating and improving decision-making processes. Recognizing this, Smith & 
Castonguay (2020) highlight that effective governance and control measures must not only 
safeguard the integrity of an entity's data but also encompass the data protection practices of all 
stakeholders participating in the blockchain network. 
The manner in which information is shared has profound implications for accounting practices. A 
critical consideration is the accessibility of information to stakeholders and decision-makers prior to 
the formal compilation of financial reports. This timely access to information is crucial for both 
internal management decisions and external communication with stakeholders. Accountants must 
explore innovative methods to expedite information sharing and enhance decision-making quality. 
Furthermore, the question of whether internal management information should adhere to existing 
financial reporting standards warrants careful consideration. 
 In 2018, the International Integrated Reporting Council (IIRC) advocated for a comprehensive 
approach to information reporting, recommending the appointment of a Chief Information Officer 
(CIO) responsible for the collection, analysis, and dissemination of information for both internal 
and external purposes. The IIRC emphasized close collaboration between the CIO and the Chief 
Financial Officer to ensure alignment between internal operations and external reporting. 
 Accountants must recognize the increasing interconnectedness of diverse information streams and 
advocate for the development of unified reporting systems within each organization. This integrated 
approach will promote more efficient and effective decision-making across all organizational levels 
(Adelowotan, M., Coetsee, D., 2021). 
 
The Role of Smart Contracts in Modern Accounting Processes 
Smart contracts, essentially automated software programs operating on blockchain, possess the 
potential to revolutionize accounting practices. By embedding rules within these contracts, 
numerous accounting tasks can be automated, such as the automated processing of payments based 
on predefined rules, the automatic generation of records, and even the implementation of smart 
employment contracts for automated performance monitoring and salary disbursement (Peters and 
Panayi, 2016). 
The automation of tax filings through smart contracts presents a compelling opportunity to 
streamline government operations and enhance tax compliance. By encoding complex tax rules 
directly into the contract's code, the tax system could become more efficient, transparent, and less 
prone to ambiguity (Allison, 2015). Furthermore, the convergence of smart contracts with the 
Internet of Things (IoT) has the potential to revolutionize bookkeeping. IoT devices, equipped with 
sensors and network connectivity, can capture real-time data on physical objects, such as inventory 
levels, delivery status, and equipment malfunctions. This real-time data can then be automatically 
integrated into accounting systems, streamlining record-keeping and reducing manual effort (Dai 
and Vasarhelyi, 2016). 
Smart contracts can significantly enhance accounting practices by automating adjustments based on 
external reports. For instance, a smart contract could predict potential bad debts by analyzing a 
debtor's financial situation and automatically updating accounting estimates accordingly.  
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Moreover, blockchain technology can revolutionize financial information sharing. By storing 
financial data on a secure, immutable ledger, blockchain enables real-time access for shareholders, 
creditors, partners, and government agencies. However, access control is crucial. A robust 
blockchain-based accounting system must implement granular access levels and permissions, 
allowing each user to view data relevant to their specific role and responsibilities. This controlled 
transparency not only enhances data security but also minimizes the potential for earnings 
manipulation (Yermack, D., 2017). 
The shift from manual to automated information recording necessitates a transformation in the 
accountant's role. Instead of primarily functioning as data collectors, accountants are increasingly 
becoming interpreters and analysts of complex financial information. 
The creation of effective smart contracts requires a collaborative effort involving a diverse range of 
stakeholders. Management, business partners, auditors, service providers (such as Big Data 
analysts), and other stakeholders each contribute unique expertise. This collective input ensures that 
the resulting smart contracts are both impactful and streamlined, reflecting the nuanced needs of the 
organization. 
However, the growing complexity of smart contracts necessitates rigorous oversight to ensure 
compliance with relevant regulations. Qualified specialists, including auditors, legal experts, and 
regulatory authorities, play a critical role in verifying that these contracts adhere to all applicable 
legal and regulatory standards. This multi-faceted approach guarantees that the benefits of smart 
contract technology are realized while mitigating potential risks and ensuring a robust and 
trustworthy system. 
 
Obstacles to Blockchain Adoption in Accounting Practices 
Coyne and McMickle (2017) propose blockchain technology as a potential pathway toward 
enhanced security within current accounting practices. However, they express reservations 
regarding the current capacity of blockchain to comprehensively address the complexities inherent 
within existing accounting systems. A critical requirement for successful blockchain 
implementation is the ability to effectively accommodate the diverse range of accounting 
procedures employed across various accounting systems. This is essential to ensure the accurate 
processing of a wide array of transactions and the appropriate presentation and disclosure of 
financial information. 
In its current state, blockchain technology primarily serves as a supplementary input for existing 
accounting systems. While it holds the potential to significantly enhance or even coexist with 
traditional accounting information systems, several critical advancements are necessary before 
widespread adoption of blockchain as the primary accounting framework for major enterprises can 
be realized. The transition to blockchain-based accounting is likely to be gradual, with newer, 
blockchain-native businesses demonstrating a higher propensity for full-scale blockchain 
accounting system implementation (Adelowotan, M., and Coetsee, D., 2021). 
The integration of blockchain technology into existing accounting systems presents numerous 
challenges, including (1) the complexity of adapting blockchain's rigid structure to the nuanced 
requirements of current accounting practices; (2) the absence of global standards, hindering 
interoperability and communication across different blockchain platforms; (3) significant upfront 
and ongoing costs associated with implementation; (4) the complexity of integrating blockchain 
technology with existing IT infrastructure; (5) resistance to change within organizations; (6) a 
shortage of skilled professionals with expertise in blockchain technology and its applications in 
accounting; and (7) limitations in effectively transforming raw blockchain data into meaningful and 
actionable accounting information. Furthermore, the rigid, rule-based nature of blockchain 
technology may not adequately accommodate the nuanced judgments and interpretations often 
essential in accounting decision-making. Consequently, the role of human accountants in exercising 
professional judgment is likely to remain critical for the foreseeable future (Tan and Low, 2019). 
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Rozario and Thomas (2019) emphasize the interconnected nature of the blockchain ecosystem, 
highlighting the potential for accounting systems to remain somewhat isolated within this broader 
framework. However, Rozario and Thomas acknowledge the enduring significance of blockchain's 
immutable characteristic, a key advantage over traditional accounting systems. Recognizing the 
dynamic nature of this evolving field, Rozario and Thomas anticipate the gradual evolution of 
accounting systems to better leverage the potential of blockchain technology. 
In conclusion, blockchain technology, with its distributed ledger and timestamping capabilities, 
offers the potential to revolutionize traditional accounting by streamlining processes and enhancing 
security. Features like digital signatures and real-time data transmission promise increased 
efficiency, reliability, and access to financial information. While benefits include seamless 
information exchange and enhanced security, challenges such as scalability, interoperability, and 
regulatory hurdles remain. While suitable for tracking specific assets like diamonds, blockchain 
may not be the ideal solution for comprehensive financial reporting in its current form. Continued 
research and development, alongside a collaborative approach between industry stakeholders, will 
be crucial to fully unlock the transformative potential of blockchain in the accounting domain. 
 
Impact of Blockchain Technology on Auditing 
In its February 2018 edition of the advocacy newsletter, the American Institute of Certified Public 
Accountants (AICPA) highlighted that several states, including New York, Tennessee, and Arizona, 
have begun implementing legislative measures related to blockchain technology. These initiatives 
cover various aspects, such as record maintenance, smart contracts, electronic signatures, and the 
verification of blockchain-based transactions. In alignment with these legislative advancements, the 
AICPA has also introduced an educational program aimed at enhancing professionals' 
understanding of blockchain and its practical applications. 
Simultaneously, the leading Big Four accounting firms have invested significantly in research and 
resources to explore the potential of blockchain technology. Notably, in August 2016, these firms 
collaborated with the AICPA to investigate blockchain solutions specifically designed for the 
accounting industry. This partnership may well serve as the foundation for the development of a 
consortium focused on distributed ledger technology (Kokina, J., Mancha, R., and Pachamanova, 
D., 2017). 
Deloitte's initiative in blockchain technology began in May 2016 with the establishment of its first 
blockchain lab in Dublin. This strategic move led to the development of a significant blockchain 
solution that is currently utilized by three of Ireland's major banks. The primary function of this 
solution is to validate and authenticate employee credentials within the banking sector, thereby 
enhancing the security and reliability of personnel data (O’Neal, 2019). 
One of the key advantages of this blockchain solution is the creation of an extensive and 
comprehensive audit trail that is readily accessible. This feature allows auditors to conduct thorough 
examinations of outliers within complete datasets, moving away from the traditional reliance on 
limited samples. As a result, audits can be performed continuously, supported by a foundation of 
reliable and credible data sources (O’Neal, 2019) and (Kokina et al., 2017). The implications of this 
technology are profound, as traditional auditing tasks, such as reconciliations and confirmations, 
may become obsolete. This raises important questions regarding the necessity of financial audits in 
the future. However, it is crucial to note that validating a transaction is only one aspect of the many 
assertions that auditors must confirm. An effective audit requires evidence that is relevant, reliable, 
unbiased, precise, and verifiable. While blockchain technology can confirm transaction validation, 
certain specific details may still remain unverified, necessitating a comprehensive approach to 
auditing that goes beyond mere transaction confirmation (Kokina et al., 2017). 
Integrating blockchain technology into auditing processes can significantly improve efficiency by 
continuously recording transactions, allowing for comprehensive tracking of data lineage, and 
providing meticulous track-and-trace capabilities.   
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The document-sharing features of blockchain facilitate cross-validation among relevant parties, 
thereby fostering a more robust and reliable auditing environment (Dai & Vasarhelyi, 2017). 
 
Adapting Blockchain Technology in Auditing: Addressing Challenges and Risks 
Implementing blockchain technology can take various forms, including peer-to-peer, public, cloud-
based, and private configurations. Prior to deployment, it is crucial to conduct a comprehensive 
analysis across multiple levels, particularly in areas such as accounting, auditing, and supply chain 
management. It is important to recognize that distributed ledgers may not be relevant or necessary 
for every organization. This highlights the essential need to carefully evaluate the advantages and 
disadvantages of adopting blockchain technology. 
According to O’Leary (2019), the successful implementation of blockchain technology can be 
limited by the willingness and capability of all stakeholders within the ecosystem to embrace it. For 
example, while some organizations may opt for a private blockchain, the challenge arises from the 
need to integrate various private blockchains that possess different confidentiality levels and 
involve distinct trading partners, some of whom may also engage in a public blockchain. 
Additionally, Kokina et al. (2017) raise concerns regarding the scalability of blockchain, which is 
tied to its computational complexity and significant energy consumption. This situation prompts 
sustainability questions that may remain unanswered until renewable energy becomes the primary 
source of energy production (Coyne and McMickle, 2017). 
 
The integration of blockchain technology into business processes presents several risks that need 
to be carefully considered. These risks are particularly relevant to auditors and organizations 
looking to leverage blockchain for enhanced transparency and security. 
Key Risks Associated with Blockchain Alteration 
51 Percent Attack: As highlighted by Sadu (2018), one of the most significant threats to blockchain 
integrity is the "51 percent" or "majority rule" attack. In this scenario, a group that controls more 
than half of the network's computing power can manipulate the transaction history. This capability 
poses a serious risk to the integrity of the entire blockchain system, as it undermines the 
foundational principle of decentralized trust. 
Transaction Malleability: This risk involves an attacker duplicating a transaction and modifying it 
to alter the token receipt. The attacker can then deny receiving any tokens, creating confusion and 
potential financial loss for the parties involved. This vulnerability necessitates robust security 
measures to ensure the authenticity and integrity of transactions. 
Need for Security Controls: To safeguard information within a blockchain, it is essential to 
implement strong internal and cybersecurity controls. This is particularly important given the 
privacy concerns associated with blockchain technology. Organizations must ensure that sensitive 
data is protected against unauthorized access and manipulation (Coyne and McMickle, 2017). 
Private vs. Public Blockchains: The choice between private and public blockchains presents a 
complex challenge for businesses. Private blockchains offer greater control over data, which can 
enhance security and confidentiality. However, they also risk data distortion if not managed 
properly. Conversely, public blockchains provide transparency and accessibility but may lack 
robust safeguards against unauthorized changes, making them vulnerable to attacks (Coyne and 
McMickle, 2017; O’Leary, 2017). 
Auditors must address inherent risks associated with implementing blockchain technology, 
particularly regarding the seamless integration of new technological interfaces with existing legacy 
systems and the effectiveness of migration strategies. A significant challenge arises from the lack of 
a definitive master copy, which is typically overseen by a dedicated database administrator. 
Organizations venturing into blockchain implementation face a range of critical concerns. Key 
considerations include:  
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1. Defining Access Responsibilities: Clearly delineating read/write permissions and access control 
is essential to ensure that only authorized users can interact with the system. 
2. Data Availability and Speed: Ensuring timely access to data is crucial for maintaining 
operational efficiency and supporting decision-making processes. 
3. Cryptographic Features: Incorporating robust cryptographic mechanisms is vital to protect the 
integrity, completeness, and non-repudiation of information stored on the blockchain. 
4. Validation Controls: Establishing strong validation processes is necessary to confirm the 
accuracy and legitimacy of transactions before they are recorded. 
5. Audit Trails: Maintaining a detailed audit trail is critical for compliance and accountability, 
enabling auditors to trace all transactions effectively. 
6. Data Backup and Disaster Recovery: Implementing comprehensive data backup and recovery 
strategies is essential to safeguard against data loss and ensure business continuity. 
Addressing these multifaceted aspects is essential for facilitating a smooth and secure transition to 
blockchain technology (Bonyuet, D., 2020). 
Given the emerging risks associated with blockchain technology, auditors must modify their 
methodologies, as traditional sampling techniques may become inadequate due to real-time access 
to datasets. A transition to data analytics is essential for examining the entire database, although this 
shift introduces complexity. It raises expectations for error-free financial statements, contingent on 
comprehensive testing through advanced analytics. 
This evolving landscape necessitates that auditors recalibrate their approaches, balancing the 
adoption of new technologies with vigilance against financial discrepancies and fraud. 
Consequently, there may be a greater emphasis on the effectiveness of control measures, 
particularly in non-automated areas such as governance, risk management, continuous monitoring, 
comprehensive reporting, and thorough evaluations. 
Additionally, the legal admissibility of blockchain-derived evidence is a critical consideration. If 
recognized in legal settings, the streamlined and tamper-proof characteristics of blockchain could 
significantly reduce audit costs, offering substantial efficiencies in audit processes (Appelbaum & 
Smith, 2018). 
According to Rosario and Vasarhelyi (2018), the incorporation of blockchain technology into the 
auditing field is poised to face several significant challenges. These challenges encompass the need 
to revise and adapt existing statutory requirements to accommodate the unique features of 
blockchain systems. Additionally, auditors must address security and privacy issues associated with 
the technology, ensure scalability and flexibility for effective large-scale audits, and develop the 
necessary expertise to navigate the complexities of blockchain-based audits. 
These challenges could lead to transformative changes in fundamental audit concepts, such as 
materiality, which may affect audit timing and scope. Moreover, there is potential for a reimagining 
of the traditional annual audit opinion, possibly favoring a more innovative form of approval. 
Effectively tackling these challenges requires a comprehensive and adaptive strategy to successfully 
integrate blockchain technology into the auditing profession. 
As per a thorough report by Deloitte, AICPA, CPA Canada, and the University of Waterloo (Bible 
et al., 2017), auditors may take on new roles in the standardized blockchain landscape. This 
includes roles like auditing smart contracts and oracles, serving as auditors for consortium 
blockchains, administering permissioned blockchains, overseeing arbitration functions, and shifting 
focus from transaction testing to control testing. This shift emphasizes assessing the effectiveness of 
internal controls, delving into mechanisms, protocols, and safeguards governing transactions both 
on and off the blockchain, ensuring overall financial reporting integrity. 
Leading global audit firms, including Deloitte, Ernst & Young, KPMG, and PwC, have teamed up 
with 20 Taiwanese banks in a pioneering initiative to explore the use of blockchain technology for 
optimizing external confirmation processes during audits.   
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The overarching goal of this collaborative effort is to streamline and simplify the manual tasks that 
auditors currently undertake to validate a company's transactions with external entities. 
Through the adoption of blockchain, this initiative aims to significantly reduce confirmation 
timelines, cutting the average duration from two weeks down to just one day. This shift represents a 
major stride in leveraging blockchain technology to transform and accelerate audit procedures 
(Zhou, E., 2018). 
The integration of blockchain has the potential to revolutionize the audit confirmation process by 
providing a secure, transparent, and efficient platform for data sharing and verification. By 
automating and expediting the confirmation of transactions, auditors can focus on higher-level 
analysis and risk assessment, ultimately enhancing the overall effectiveness and timeliness of the 
audit process. 
This collaborative effort among top audit firms and Taiwanese banks serves as a promising model 
for the broader adoption of blockchain in the auditing profession, paving the way for increased 
efficiency, transparency, and trust in financial reporting. 
Auditors are increasingly positioned to serve as cybersecurity experts, responsible for assessing and 
implementing controls to protect against sophisticated cyberattacks. They may also specialize in 
auditing digital assets and cryptocurrencies, verifying ownership and valuation in this rapidly 
evolving domain. Furthermore, it is suggested that the emergence of continuous auditing may 
originate from internal auditing practices. This is largely due to internal auditors' deeper 
understanding of and closer engagement with the entity's systems, which equips them to facilitate 
ongoing monitoring and assurance processes (Cong et al., 2018). 
Currently, most organizations are not functioning within a blockchain ecosystem. As long as certain 
data is recorded using traditional accounting systems, the potential for implementing continuous 
auditing remains limited. Auditors must exercise increased vigilance concerning possible privacy 
breaches. These risks are not only related to unauthorized external access but also involve the 
utilization of both internal corporate data and external information for audit activities. This 
responsibility requires adherence to principles that go beyond mere legal compliance (la Torre et al., 
2021). 
 
Design results 
The study's target sample comprised 55 participants. A total of 50 questionnaires were completed, 
of which 45 were considered valid for analysis. 
 
Results 
1. Gender Distribution: 
 

Gender Frequency Percent (%) 

Male 23 51.1 

Female 22 48.8 

Total 45 100 

Table 1: Gender Distribution 

 

Table 1 summarizes the gender distribution of the respondents. Of 45 valid responses, 23 
participants (51.1%) were male, and 22 (48.8%) were female. This indicates a relatively balanced 
gender representation among the respondents, with a slight predominance of males. 
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2. Age Distribution: 
 

Percent (%) Frequency Age 

22.2 10 Less than 30 years 
33.3 15 30 to less than 40 years 
28.9 13 40 to less than 50 years 
15.6 7 50 years and above 

100 45 Total 

Table 2: Age Distribution 

 
Table 2 presents the age distribution of the respondents. The results indicate that 22.2% (10 
respondents) are below 30, while 33.3% (15 respondents) fall within the age range of 30 to less than 
40 years. Furthermore, 28.9% (13 respondents) are aged between 40 and less than 50 years, and 
15.6% (7 respondents) are 50 years or older. These findings demonstrate that the majority of 
respondents (84.4%) are under the age of 50, underscoring their potential to contribute to 
organizational success through innovation, skill development, and fostering collaborative, team-
oriented environments. 
 
3. What is your job position? 
 

Job Title Frequency Percent % 

Accountant 19 42.2 

Auditor 8 17.7 

Financial Manager 10 22.2 

Financial Analyst 7 15.5 

Other 1 2.2 

Total 45 100.0 

Table 3: Job Position Distribution 

 

Table 3 illustrates the distribution of respondents based on their job positions. The data reveals that 
accountants constituted the largest group of participants, representing 42.2% (19 respondents). This 
finding highlights the strong association between accounting roles and the surveyed population. 
Financial managers comprised 22.2% (10 respondents), reflecting their significant involvement in 
strategic decision-making processes. Auditors accounted for 17.7% (8 respondents), demonstrating 
their interest in the role of financial technology. Financial analysts represented 15.5% (7 
respondents), emphasizing their analytical contribution to financial processes. Only 2.2% (1 
respondent) fell into the "Other" category, indicating that the sample was predominantly focused on 
occupations directly related to the financial sector. 
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4. The Role of Blockchain Technology in Enhancing the Transparency of Accounting Data . 
 

# Question 
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Do you think implementing 
blockchain technology in 
accounting improves the 
transparency of accounting data? 

FR 30 10 2 3 0 

S
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y 
A
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ee

 

2 % 66.67 22.22 4.44 6.67 0 

2 

Do you think implementing 
blockchain technology reduces 
the risk of manipulation in 
accounting data? 

FR 15 17 5 5 3 

A
gr

ee
 

3 % 33.33 37.78 11.11 11.11 6.67 

3 
Do you think using blockchain 
helps enhance the traceability of 
accounting transactions? 

FR 40 3 1 1 0 

S
tr

on
gl

y 
A

gr
ee

 

1 % 88.89 6.67 2.22 2.22 0 

Table 4: Perceptions of Blockchain Technology's Role in Enhancing the Transparency of 

Accounting Data. 
 
Table 4 presents the findings related to the perceived impact of blockchain technology on 
accounting transparency, data manipulation, and transaction traceability. The results indicate that 
blockchain technology is widely regarded as an effective tool for improving accounting processes. 
A significant majority (66.67%) of respondents strongly agreed that implementing blockchain 
technology enhances the transparency of accounting data, ranking this perception second overall. 
Additionally, 88.89% of respondents strongly agreed that blockchain improves the traceability of 
accounting transactions, highlighting this as the most favorable aspect, with the highest overall 
ranking. 
However, opinions were more divided on blockchain's ability to reduce the risk of manipulation in 
accounting data. While 33.33% of respondents strongly agreed and 37.78% agreed, 11.11% 
expressed neutrality, and 17.78% disagreed, indicating that some respondents are uncertain about 
blockchain's effectiveness in fully addressing fraud and manipulation concerns. 
These findings underscore blockchain's potential to significantly enhance transparency and 
traceability in accounting. However, the mixed perceptions regarding its capacity to mitigate fraud 
suggest a need for complementary measures, such as human oversight, enhanced regulatory 
frameworks, and digital analytics. By integrating blockchain with advanced monitoring systems and 
human intervention, organizations can maximize its benefits and foster trust in financial reporting. 
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5. The Role of Blockchain Technology in Improving the Precision and Reliability of 
Accounting Data 
 

# Question 
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Do you believe that the 
implementation of blockchain 
technology enhances the accuracy 
of recorded accounting data? 

FR 30 10 2 3 0 

S
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2 
% 66.76 22.2 4.4 6.6 0 

2 
Do you believe that blockchain 
technology reduces human errors 
in accounting processes? 

FR 20 17 0 5 3 

S
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A
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3 

% 44.4 37.78 0 11.1 6.6 

3 
Does blockchain technology 
contribute to improving the 
accuracy of financial reports? 

FR 35 5 0 3 2 

S
tr

on
gl

y 
A

gr
ee

 1 
% 77.78 11.1 0 6.6 4.44 

4 

Do you believe adopting 
blockchain technology in 
accounting fosters greater trust 
between auditors and clients? 

FR 10 12 10 6 7 

A
gr

ee
 

4 
% 22.2 26.67 22.2 13.3 15.56 

Table 5: Perceptions of Blockchain Technology's Role in Improving the Precision and Reliability in 

Accounting Data. 

 
Table 5 highlights the findings on how blockchain technology enhances the accuracy and reliability 
of accounting data. The results indicate widespread agreement on its effectiveness in addressing key 
aspects of accounting processes. 
A significant majority (88.96%) of respondents agreed that blockchain technology improves the 
accuracy of recorded accounting data, with 66.76% strongly agreeing, making this the second most 
highly ranked perception. Additionally, 82.18% of respondents concurred that blockchain reduces 
human errors in accounting processes, with no neutral responses recorded, reflecting a strong 
consensus on this benefit. 
The highest level of agreement was observed for the statement regarding blockchain’s contribution 
to improving the accuracy of financial reports, with 77.78% strongly agreeing. This indicates that 
enhancing financial reporting accuracy is perceived as the most impactful role of blockchain 
technology in the accounting domain. 
However, the results show a more divided opinion regarding blockchain's ability to foster greater 
trust between auditors and clients. While 48.87% of respondents agreed, 28.86% disagreed, and 
22.2% expressed neutrality. These mixed views suggest that while blockchain has the potential to 
build trust, additional measures may be needed to address interpersonal and organizational factors 
influencing auditor-client relationships. 
These findings underscore blockchain’s effectiveness in improving the precision and reliability of 
accounting data. However, fostering trust remains a complex challenge that may require integrating 
blockchain with complementary strategies to realize its benefits fully.  
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6. The Role of Blockchain Technology in Driving Innovation in Auditing and Financial 
Accounting Review. 
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Does blockchain technology enable auditors 
to perform audits more effectively and 
efficiently? 

FR 15 10 12 5 3 
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4 
% 33.3 22.2 26.7 11.1 6.7 

2 
Does the implementation of blockchain 
technology reduce the time required to 
complete auditing and review processes? 

FR 40 5 0 0 0 
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1 

% 88.9 11.1 0 0 0 

3 
Does blockchain technology help lower the 
costs associated with auditing and review 
processes? 

FR 13 21 5 3 3 

A
gr

ee
 5 

% 28.9 46.7 11.1 6.7 6.7 

4 

Does the use of blockchain technology 
improve the accuracy and efficiency of 
financial reports resulting from audit 
processes? 

FR 22 10 7 3 3 
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3 

% 48.9 22.2 15.6 6.7 6.7 
5 Do you believe that implementing 

blockchain technology enhances trust 
between auditors, reviewers, and 
stakeholders? 

FR 30 10 3 1 1 
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2 

% 66.7 22.2 6.7 2.2 2.2 
Table 6: Perceptions of Blockchain Technology's Role in Driving Innovation in Auditing and 

Financial Accounting Review. 

 
Table 6 highlights the transformative potential of blockchain technology in auditing and financial 
accounting review processes, emphasizing its ability to enhance efficiency, reduce costs, and build 
trust among stakeholders. 
The findings reveal that 88.9% of respondents strongly agreed that blockchain technology reduces 
the time required to complete auditing and review processes, ranking this as the most significant 
benefit. Similarly, 66.7% strongly agreed, and an additional 22.2% agreed, that implementing 
blockchain enhances trust between auditors, reviewers, and stakeholders, reflecting a strong 
consensus on its ability to foster transparency and reliability. 
Additionally, 71.1% of respondents endorsed blockchain's role in improving the accuracy and 
efficiency of financial reports derived from audits, while 75.6% agreed that it helps lower the costs 
associated with auditing and review processes. However, some reservations were noted regarding 
the initial costs of implementation, as 11.1% remained neutral or disagreed on the cost aspect. 
Opinions were more divided on whether blockchain enables auditors to perform audits more 
effectively and efficiently, with 33.3% strongly agreeing and 26.7% remaining neutral, indicating 
that while the technology offers pote  
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These findings underline blockchain technology’s ability to revolutionize auditing and financial 
review processes by enhancing speed, accuracy, and trust. However, they also highlight the 
importance of balancing technological adoption with investment in human resources and 
infrastructure to maximize its benefits. 
 
Discussion 
The survey results provide valuable insights into the demographics and attitudes of the respondents 
regarding the role of blockchain technology in enhancing the accuracy and transparency of auditing 
and accounting processes. Several key findings can be derived from the data: 
1. Gender Distribution: The gender composition of the sample was relatively balanced, with 
51.1% of participants identifying as male and 48.8% as female. This distribution suggests a diverse 
representation of perspectives across genders. 
2. Age Distribution: The age analysis revealed that 84.4% of respondents were under the age 
of 50. This younger demographic is anticipated to play a crucial role in fostering innovation, skills 
development, and professional growth in the field of accounting and auditing. 
3. Occupational Representation: The majority of respondents were accountants (42.2%), 
followed by financial managers (22.2%) and auditors (17.7%). This occupational distribution 
underscores the relevance of blockchain technology to professionals with financial and accounting 
expertise, reflecting the sector's interest in leveraging digital innovations. 
4. Blockchain and Transparency: The findings demonstrate that blockchain technology 
significantly enhances the transparency and traceability of accounting data. However, its capacity to 
prevent fraud remains a challenge, suggesting the necessity of integrating blockchain systems with 
human oversight to reinforce financial trust and ensure data integrity. 
5. Accuracy and Reliability: A strong consensus was observed regarding blockchain’s role in 
improving the accuracy of accounting data and minimizing human errors. This highlights the 
effectiveness of blockchain technology in enhancing the quality and precision of accounting 
processes. 
6. Efficiency and Cost Reduction: Respondents widely acknowledged the role of blockchain 
in improving the accuracy of financial reports, streamlining auditing processes, and reducing 
operational costs. Nevertheless, concerns about the initial costs of implementation emphasize the 
need to balance technological investment with the anticipated long-term benefits. 
7. Building Trust: The findings highlighted the pivotal role of blockchain technology in 
strengthening trust between auditors, stakeholders, and other financial professionals. A high level of 
agreement among participants underscores the technology’s potential to redefine the auditor-client 
relationship by fostering transparency and collaboration. 
 
Recommendations 
1. Raising Awareness of Blockchain Technology: It is imperative to enhance awareness 
among accountants and auditors regarding the advantages of blockchain technology. This can be 
achieved through structured training programs and workshops designed to equip professionals with 
the necessary knowledge and skills to utilize blockchain effectively for improving transparency and 
accuracy in financial processes. 
2. Integrating Technology with Human Oversight: To maximize the potential of blockchain 
technology, it is essential to integrate it with human oversight systems. This integration should 
focus on leveraging advanced digital analytics and intelligent systems to strengthen trust, reduce 
fraud, and ensure greater reliability in financial operations. 
3. Fostering Innovation in Auditing: The adoption of real-time auditing processes enabled by 
blockchain technology is strongly recommended. Such advancements have the potential to enhance 
the efficiency and effectiveness of audits, improve the accuracy of financial reporting, and foster 
greater trust among stakeholders.  
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4. Expanding the Scope of Research: There is a pressing need to encourage further research 
into the role of blockchain technology in enhancing financial and accounting processes. Future 
studies should prioritize addressing the challenges associated with blockchain implementation and 
identifying practical, scalable solutions to ensure successful adoption. 
 
References 

1. Appelbaum, D., and Smith., S. (2018). Blockchain basics and hands-on guidance. 

Retrieved From https://www.cpajournal.com/2018/06/19/blockchain-basics-and-hands-on-
guidance/.  

2. Swan, M. (2015). Blockchain – Blueprint for a New Economy. Sebastopol, CA: O’Reilly 
Media.p35. 

3. Yermack, D. (2017). “Corporate Governance and Blockchains” Review of Finance 
(forthcoming). 

4. Bonyuet, D., (2020). Overview and Impact of Blockchain on Auditing, The International 
Journal of Digital Accounting Research, Oklahoma State University, USA.  

5. Bible, W., Raphael, J., Riviello, M., Taylor, P. & Valiente, O. (2017). Blockchain 
technology and the potential impact on the audit and assurance profession.  

6. Dai, J. & Vasarhelyi, M. (2017). Toward blockchain-based accounting and assurance. 
Journal of Information Systems. Retrieved from 
https://www.studeersnel.nl/nl/document/hogeschool-utrecht/minor-beleggen/toward-blockchain-
based-accounting-and-assurance/27460508. 

7. Rozario, A. & Vasarhelyi, M. (2018). Auditing with smart contracts. The International 
Journal of Digital Accounting Research, 18 (1), 1-27. https://doi.org/10.4192/1577-8517 v18_1.  

8. Sadu, I. (2018). Auditing blockchain. Internal Auditor, 17-19. https://iia-
indonesia.org/files/magazine/Majalah_IA_Dec2018.pdf.  

9. la Torre, M., Botes, V.L., Dumay, J. and Odendaal, E. (2021). Protecting a new Achilles 
heel: the role of auditors within the practice of data protection. Managerial Auditing Journal, 
Published Online, Vol. 36 No. 2, pp. 218-239.  

10. Coyne, J. G., and McMicle, P., L. (2017). “Can Blockchain Serve an Accounting 
Purpose?” Journal of Emerging Technologies in Accounting (14:2), pp. 101-111.  

11. O’Leary, D.E. (2019). “Some issues in blockchain for accounting and the supply chain, 
with an application of distributed databases to virtual organizations”, Intelligent Systems in 
Accounting, Finance and Management, Vol. 26 No. 3, pp. 137-149.  

12. Peters, W., and Panayi, E. (2016). Understanding modern banking ledgers through 
blockchain technologies: Future of transaction processing and smart contracts on the Internet of 
Money. In Banking Beyond Banks and Money, 239–278. New York, NY:Springer ,International 
Publishing. 

13. Kiviat, T. I. (2015). Beyond Bitcoin: Issues in regulating blockchain transactions. Duke 
Law Journal 65: 569–608. 

14. Atzori, L., Iera, A., and Morabito, G. (2010). The Internet of Things: A survey. Computer 
Networks 54 (15): 2787–2805.  

15. Hancock, M. and Vaizey., E. (2016). Distributed Ledger Technology: Beyond Block 
Chain. Retrieved From 
https://www.gov.uk/government/uploads/system/uploads/attachment_data/file/492972/gs-16-1-
distributed-ledger technology.pdf.  

16. Allison, I. (2015). Deloitte, Libra, Accenture: The Work of Auditors in the Age of Bitcoin 
2.0 Technology. Available at: http://www.ibtimes. co.uk/deloitte-libra-accenture-work auditors-age-
bitcoin-2-0 -technology-1515932   



Social Science Development Journal           2025 March      Volume: 10       Issue: 49      pp: 216-234 
Doi Number : 10.5281/zenodo.15002643 
 

 
http://www.ssdjournal.org Social Science Development Journal journalssd@gmail.com 

232 

17. Dai, J., and M. A. Vasarhelyi. (2016). “Imagineering audit 4.0.” Journal of Emerging 
Technologies in Accounting. Retrieved From 
https://www.researchgate.net/publication/311210851_Imagineering_Audit_40.  

18. Rückeshäuser, N. (2017). Do We Really Want Blockchain-Based Accounting? 
Decentralized Consensus as Enabler of Management Override of Internal Controls. Institute of 
Computer Science and Social Studies, Department of Telematics, Freiburg, Germany. 

19. Cong, Y., Du, H., & Vasarhelyi, M.A. (2018). Technological disruption in accounting and 
auditing.  

20. Tan, B. S., & Low, K. Y. (2019). Blockchain as the database engine in the accounting 
system. Australian Accounting Review, 29(2), 312-318.  

21. Angelis, J., da Silva, R., (2019). Blockchain adoption: A value driver perspective. Bus. 
Horiz. 62 (3), 307–314. 

22. Kokina, J., Mancha, R. & Pachamanova, D. (2017). Blockchain: Emergent industry 
adoption and implication for accounting. Journal of Emerging Technologies in Accounting, 14(2), 
91-100.  

23. Zhou, Emma. (2018). Blockchain for Audit Confirmations?. XBRL. Retrieved from 
https://www.xbrl.org/news/ blockchain-for-audit-confirmations/.  

24. Pilkington, M. (2016). Blockchain Technology: Principles and Applications. Available at: 
https://papers.ssrn.com/sol3/Papers. cfm?abstract_id1∕42662660.  

25. Rozario, A., M., and Thomas, C. (2019). Reengineering the Audit with Blockchain and 
Smart Contracts. Journal of Emerging Technologies in Accounting (16:1), pp. 21-35.  

26. Adelowotan, M. and Coetsee, D., (2021). Blockchain Technology and implications for 
accounting practice, University of Johannesburg. Retrieved From 
https://www.proquest.com/openview/bae147d64bc0c1cc61a8d2acaebc6d18/1.pdf?pq-
origsite=gscholar&cbl=29414.  

27. Smith, S.S., & Castonguay, J.J. (2020). Blockchain and accounting governance: Emerging 
issues and considerations for accounting and assurance professionals. Journal of Emerging 
Technologies in Accounting, 17(1), 119-131.  

28. Rudra P, Girijasankar M, Tapan P. (2018). Information communication technology (ICT) 
infrastructure and economic growth: A causality evinced by cross-country panel data, IIMB 
Management Review (IMR), 30 (1), 91-103 

29. Qin, S. (2022). A Review of Research on the Impact of Blockchain on Financial 
Reporting. Accounting, Auditing and Finance, Clausius Scientific Press, Canada. 

30. PWC, 2018. Time for trust The trillion-dollar reasons to rethink blockchain. PwC. 
Retrieved from https://www.asiablockchainreview.com/time-for-trust-the-trillion-dollar-reason-to-
rethink-blockchain/.  

31. Swan, M. (2016). Blockchain temporality: Smart contract time specifiability with 
blocktime. In International Symposium on Rules and Rule Markup Languages for the Semantic 
Web, 184–196. New York, NY: Springer International Publishing.  

32. Deloitte. 2020. Thriving in the era of pervasive AI Deloitte’s State of AI in the Enterprise, 
3rd Edition. Retrieved from https://www2.deloitte.com/content/dam/Deloitte/cn/Documents/about-
deloitte/deloitte-cn-dtt-thriving-in-the-era-of-persuasive-ai-en-200819.pdf.  

33. World Economic Forum. (2015). Deep Shift Technology Tipping Points and Societal 
Impact. Retrieved from 
http://www3.weforum.org/docs/WEF_GAC15_Technological_Tipping_Points_report_2015.pdf.  

34. Jumah, A. and Li, Y.(2020). Auditors’ Adoption of Blockchain Technology: A Study on 
Antecedents. AMCIS 2020 Proceedings. 
https://aisel.aisnet.org/amcis2020/accounting_info_systems/accounting_info_systems/7.  



Social Science Development Journal           2025 March      Volume: 10       Issue: 49      pp: 216-234 
Doi Number : 10.5281/zenodo.15002643 
 

 
http://www.ssdjournal.org Social Science Development Journal journalssd@gmail.com 

233 

35. Han, H., Shiwakoti, R., Robin, J., Mordi, C. and Botchie, D. (2023). Accounting and 
auditing with blockchain technology and artificial Intelligence: A literature review. International 
Journal of Accounting Information Systems. 

36. Coyne, J. G., and McMicle, P., L. (2017). “Can Blockchain Serve an Accounting 
Purpose?” Journal of Emerging Technologies in Accounting (14:2), pp. 101-111. 

37. Ahluwalia, S., Mahto, R. V. and Guerrero, M. (2020). Blockchain technology and startup 
financing: A transaction cost economics perspective. Technological Forecasting and Social Change, 
Vol 151, 119854.  

38. Rozario, A. & Vasarhelyi, M. (2018). Auditing with smart contracts. The International 
Journal of Digital Accounting Research, 18 (1), 1-27. https://doi.org/10.4192/1577-8517 v18_1. 

39. Frishammar, J., Richtnér, A., Brattström, A., Magnusson, M., and Björk, J. 2019. 
“Opportunities and challenges in the new innovation landscape: Implications for innovation 
auditing and innovation management,” European Management Journal (37:2), pp. 151-164.  

40. Swan, M. (2015). Blockchain – Blueprint for a New Economy. Sebastopol, CA: O’Reilly 
Media.p35. 

41. Alkan, B., (2021). Real-Time Blockchain Accounting System As A New Paradigm. 
Muhasebe ve Finansman Dergisi. 

42. Trigo, A., Belfo, F., & Estébanez, R. (2014). Accounting Information Systems: The 
Challenge of the Real-Time Reporting. Procedia Technology, 16, 118 – 127.  
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 
 



Social Science Development Journal           2025 March      Volume: 10       Issue: 49      pp: 216-234 
Doi Number : 10.5281/zenodo.15002643 
 

 
http://www.ssdjournal.org Social Science Development Journal journalssd@gmail.com 

234 

 
 
 
 
 
 
 
 
 
 
 
 


